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the Commissioner of Social Security shall 
submit a report to Congress and the Comp-
troller General that— 

‘‘(A) compares the estimates contained in 
the report submitted to Congress under 
clauses (i) and (v) of subsection (e)(2)(A) with 
respect to that agreement with the actual 
number of individuals affected by the agree-
ment and the actual effect of the agreement 
on social security system receipts and dis-
bursements; and 

‘‘(B) contains recommendations for adjust-
ing the methods used to make the estimates. 

‘‘(2) The report required under this sub-
section shall be provided not later than 2 
years after the effective date of the total-
ization agreement that is the subject of the 
report and biennially thereafter. 

‘‘(g) GAO EVALUATION AND REPORT.— 
‘‘(1) EVALUATION OF INITIAL REPORT ON IM-

PACT OF TOTALIZATION AGREEMENTS.—With 
respect to each initial report regarding a to-
talization agreement submitted under sub-
section (f), the Comptroller General of the 
United States shall conduct an evaluation of 
the report that includes— 

‘‘(A) an evaluation of the procedures used 
by the Chief Actuary of the Social Security 
Administration and the President for mak-
ing the estimates required by subsection 
(e)(2(A); 

‘‘(B) an evaluation of the procedures used 
by the President for determining the actual 
number of individuals affected by the agree-
ment and the effects of the totalization 
agreement on receipts and disbursements 
under the social security system; and 

‘‘(C) such recommendations as the Comp-
troller General determines appropriate . 

‘‘(2) REPORT.—Not later than 1 year after 
the date of submission of an initial report re-
garding a totalization agreement under sub-
section (f), the Comptroller General shall 
submit to Congress a report setting forth the 
results of the evaluation conducted under 
paragraph (1). 

‘‘(3) DATA COLLECTION.—The Commissioner 
of Social Security shall collect and maintain 
the data necessary for the Comptroller Gen-
eral of the United States to conduct the 
evaluation required by paragraph (1).’’. 

(c) EFFECTIVE DATE.—The amendments 
made by this section shall apply with respect 
to agreements establishing totalization ar-
rangements entered into under section 233 of 
the Social Security Act which are trans-
mitted to the Congress on or after April 1, 
2006. 

f 

AUTHORITY FOR COMMITTEES TO 
MEET 

COMMITTEE ON ENERGY AND NATURAL 
RESOURCES 

Mr. GRASSLEY. Mr. President, I ask 
unanimous consent that the Com-
mittee on Energy and Natural Re-
sources be authorized to meet during 
the session of the Senate on Monday, 
May 22 at 2:30 p.m. The purpose of this 
hearing is to receive testimony regard-
ing nuclear power provisions contained 
in the Energy Policy Act of 2005. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

COMMITTEE ON FINANCE 
Mr. GRASSLEY. Mr. President, I ask 

unanimous consent that the Com-
mittee on Finance be authorized to 
meet during the session on Monday, 
May 22, 2006, in S–219 of the Capitol, 
Immediately following a vote ten-
tatively scheduled for 5:30 p.m. on the 
Senate floor, to consider favorably re-

porting the nomination of Susan C. 
Schwab to be United States Trade Rep-
resentative, with the rank of Ambas-
sador Extraordinary and Pleni-
potentiary, Executive Office of the 
President, vice Robert J. Portman. 

The PRESIDING OFFICER. without 
objection, it is so ordered. 

COMMITTEE ON HOMELAND SECURITY AND 
GOVERNMENTAL AFFAIRS 

Mr. GRASSLEY. Mr. President, I ask 
unanimous consent that the Com-
mittee on Homeland Security and Gov-
ernmental Affairs be authorized to hold 
an off-the- floor markup during the ses-
sion on Monday, May 22, 2006, to con-
sider the nominations of the Honorable 
Robert J. Portman to be Director, Of-
fice of Management and Budget; Robert 
I. Cusick to be Director, Office of Gov-
ernment Ethics; and David L. Norquist 
to be Chief Financial Officer, U.S. De-
partment of Homeland Security. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

COMMITTEE ON HOMELAND SECURITY AND 
GOVERNMENTAL AFFAIRS 

Mr. GRASSLEY. Mr. President, I ask 
unanimous consent that the Com-
mittee on Homeland Security and Gov-
ernmental Affairs be authorized to 
meet on Monday, May 22, 2006, at 2 p.m. 
to consider the nomination of Lurita 
Alexis Doan to be Administrator of the 
U.S. General Services Administration. 

The PRESIDING OFFICER. Without 
Objection, it is so ordered. 

f 

NATIONAL INTERNET SAFETY 
MONTH 

Mr. FRIST. Mr. President, I ask 
unanimous consent that the Senate 
now proceed to the consideration of S. 
Res. 486, which was submitted earlier 
today. 

The PRESIDING OFFICER. The 
clerk will report the resolution by title 

The legislative clerk read as follows: 
A resolution (S. Res. 486) designating June 

2006 as ‘‘National Internet Safety Month.’’ 

There being no objection, the Senate 
proceeded to consider the resolution. 

Ms. MURKOWSKI. Mr. President, 
today I introduced a resolution desig-
nating June 2006 as National Internet 
Safety Month. I am pleased to have Mr. 
ALLEN, Mr. CRAIG, Mr. STEVENS, Mr. 
VITTER, Ms. LANDRIEU, Mrs. DOLE, Mr. 
CRAPO, Mr. BURNS, Mrs. LINCOLN, Mr. 
WARNER, Mr. JOHNSON, Mr. ROBERTS, 
Mr. SANTORUM, and Mr. DEWINE join 
me in introducing this resolution. 

The Internet has become one of the 
most significant advances in the twen-
tieth century and, as a result it affects 
people’s lives in a positive manner each 
day. However, this technology presents 
dangers that need to be brought to the 
attention of all Americans. Never be-
fore has the problem of online preda-
tory behavior been more of a concern. 
Consider the pervasiveness of Internet 
access by children and the rapid in-
crease in Internet crime and predatory 
behavior. Never before have powerful 
educational solution’s—such as Inter-

net safety curricula for grades kinder-
garten through 12—been more critical 
and readily at hand. 

i–SAFE America is one of the non-
profit organizations that has worked 
tirelessly to educate our youth and our 
community on these important issues. 
Formed in 1998, i–SAFE America edu-
cates youth in all 50 states Wash-
ington, DC, and Department of Defense 
schools worldwide to ensure that they 
have a safe experience online. 

It is imperative that all Americans 
learn about the Internet safety strate-
gies which will help keep their children 
safe from victimization. Consider the 
facts: In the United States, about 90 
percent of children between the ages of 
5 and 17 use computers, and about 59 
percent use the Internet. Approxi-
mately 26 percent of children in that 
age group are online more than 5 hours 
a week, and 12 percent spend more time 
online than they do with their friends. 

An alarming statistic is that 39 per-
cent of youths in grades 5 through 12 in 
the United States admit giving out 
their personal information, such as 
their name, age, and gender over the 
Internet. Furthermore, 11.5 percent of 
students in this age group have actu-
ally met face to face with a stranger 
they met on the Internet. 

Most disturbing are the patterns of 
Internet crimes against children. In 
1996, the Federal Bureau of 
Investgation was involved in 113 cases 
involving Internet crimes against chil-
dren. In 2001, the FBI opened 1,541 cases 
against people suspected of using the 
Internet to commit crimes involving 
child pornography or abuse. 

Now is the time for America to focus 
its attention on supporting Internet 
safety, especially bearing in mind that 
children will soon be on summer vaca-
tion and will spend more time online. 

Mr. FRIST. Mr. President, I ask 
unanimous consent that the resolution 
be agreed to, the preamble be agreed 
to, and the motion to reconsider be laid 
upon the table. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

The resolution (S. Res. 486) was 
agreed to. 

The preamble was agreed to. 
The resolution, with its preamble, 

reads as follows: 
S. RES. 486 

Whereas, in the United States, more than 
90 percent of children between the ages of 5 
years old and 17 years old, or approximately 
47,000,000 children, now use computers; 

Whereas approximately 59 percent of chil-
dren in that age group, or approximately 
31,000,000 children, use the Internet; 

Whereas approximately 26 percent of the 
children of the United States in grades 5 
through 12 are online for more than 5 hours 
a week; 

Whereas approximately 12 percent of those 
children spend more time online than they 
spend interacting with their friends; 

Whereas approximately 53 percent of the 
children and teens of the United States like 
to be alone when ‘‘surfing’’ the Internet; 

Whereas approximately 29 percent of those 
children believe that their parents would ex-
press concern, restrict their Internet use, or 
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take away their computer if their parents 
knew which sites they visited while surfing 
on the Internet; 

Whereas approximately 32 percent of the 
students of the United States in grades 5 
through 12 feel that they have the skills to 
bypass protections offered by the installa-
tion of filtering software; 

Whereas approximately 31 percent of the 
youths of the United States have visited an 
inappropriate website on the Internet; 

Whereas approximately 18 percent of those 
children have visited an inappropriate 
website more than once; 

Whereas approximately 51 percent of the 
students of the United States in grades 5 
through 12 trust the individuals that they 
chat with on the Internet; 

Whereas approximately 33 percent of the 
students of the United States in grades 5 
through 12 have chatted on the Internet with 
an individual whom they have not met in 
person; 

Whereas approximately 11.5 percent of 
those students have later met with a strang-
er with whom they chatted on the Internet; 

Whereas approximately 39 percent of the 
youths of the United States in grades 5 
through 12 have admitted to giving out their 
personal information, iincluding their name, 
age, and gender, over the Internet; and 

Whereas approximately 14 percent of those 
youths have received mean or threatening 
email while on the Internet: Now, therefore, 
be it 

Resolved, That the Senate— 
(1) designates June 2006 as ‘‘National Inter-

net Safety Month’’; 
(2) recognizes that National Internet Safe-

ty Month provides the citizens of the United 
States with an opportunity to learn more 
about— 

(A) the dangers of the Internet; and 
(B) the importance of being safe and re-

sponsible online; 
(3) commends and recognizes national and 

community organizations for— 
(A) promoting awareness of the dangers of 

the Internet; and 
(B) providing information and training 

that develops critical thinking and decision- 
making skills that are needed to use the 
Internet safely; and 

(4) calls on Internet safety organizations, 
law enforcement, educators, community 
leaders, parents, and volunteers to increase 
their efforts to raise the level of awareness 
for the need for online safety in the United 
States. 

f 

WOMEN’S HEALTH WEEK 
Mr. FRIST. I ask unanimous consent 

that the Senate proceed to the imme-
diate consideration of S. Res. 487, sub-
mitted earlier today. 

The PRESIDING OFFICER. The 
clerk will report the resolution by 
title. 

The legislative clerk read as follows: 
A resolution (S. Res. 487) expressing the 

sense of the Senate with regard to the impor-
tance of Women’s Health Week, which pro-
motes awareness of diseases that affect 
women and which encourages women to take 
preventive measures to ensure good health. 

There being no objection, the Senate 
proceeded to consider the resolution. 

Mr. FRIST. I ask unanimous consent 
that the resolution be agreed to, the 
preamble be agreed to, the motion to 
reconsider be laid upon the table, and 
that any statements relating thereto 
to be printed in the RECORD. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

The resolution (S. Res. 487) was 
agreed to. 

The preamble was agreed to. 
The resolution, with its preamble, 

reads as follows: 
S. RES. 487 

Whereas women of all backgrounds have 
the power to greatly reduce their risk of 
common diseases through preventive meas-
ures such as a healthy lifestyle and frequent 
medical screenings; 

Whereas significant disparities exist in the 
prevalence of disease among women of dif-
ferent backgrounds, including women with 
disabilities, African American women, Asian/ 
Pacific Islander women, Latinas, and Amer-
ican Indian/Alaska Native women; 

Whereas since healthy habits should begin 
at a young age, and preventive care saves 
Federal dollars designated to health care, it 
is important to raise awareness among 
women and girls of key female health issues; 

Whereas National Women’s Health Week 
begins on Mother’s Day annually and cele-
brates the efforts of national and community 
organizations working with partners and vol-
unteers to improve awareness of key wom-
en’s health issues; and 

Whereas in 2006, the week of May 14 
through May 20, is dedicated as the National 
Women’s Health Week: Now, therefore, be it 

Resolved, That the Senate— 
(1) recognizes the importance of preventing 

diseases that commonly affect women; 
(2) calls on the people of the United States 

to use Women’s Health Week as an oppor-
tunity to learn about health issues that face 
women; 

(3) calls on the women of the United States 
to observe National Women’s Check-Up Day 
on Monday, May 15, 2006, by receiving pre-
ventive screenings from their health care 
providers; and 

(4) recognizes the importance of federally 
funded programs that provide research and 
collect data on common diseases in women 
and highlight racial disparities in the rates 
of these diseases. 

f 

ILLICIT COPYRIGHT 
INFRINGEMENT 

Mr. FRIST. I ask unanimous consent 
that the Senate proceed to the consid-
eration of S. Res. 488, submitted earlier 
today. 

The PRESIDING OFFICER. The 
clerk will report the resolution by 
title. 

The legislative clerk read as follows: 
A resolution (S. Res. 488) expressing the 

sense of Congress that institutions of higher 
education should adopt policies and edu-
cational programs on their campuses to help 
deter and eliminate illicit copyright in-
fringement occurring on, and encourage edu-
cational uses of, their computer systems and 
networks. 

There being no objection, the Senate 
proceeded to consider the resolution. 

Mr. ALEXANDER. Mr. President, 
today I reintroduce a resolution that 
expresses the sense of Congress that 
colleges and universities should con-
tinue to educate their students about 
the importance of intellectual property 
and the harm caused by copyright in-
fringement. I am joined in offering this 
resolution by Senators LEAHY, HATCH, 
and NELSON of Florida, as well as my 
colleague from Tennessee, Senator 
FRIST. 

This measure is very similar to S. 
Res. 438, a Senate resolution which 

three of my colleagues and I introduced 
last month. I call my colleagues’ atten-
tion to my remarks on S. Res. 438 and 
those of Senator LEAHY, which both ap-
peared in the CONGRESSIONAL RECORD 
on April 7, 2006. 

Mr. FRIST. I ask unanimous consent 
that the resolution be agreed to, the 
preamble be agreed to, the motion to 
reconsider be laid upon the table, and 
any statements relating thereto be 
printed in the RECORD. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

The resolution (S. Res. 488) was 
agreed to. 

The preamble was agreed to. 
The resolution, with its preamble, 

reads as follows: 
S. RES. 488 

Whereas the colleges and universities of 
the United States play a critically important 
role in educating young people; 

Whereas the colleges and universities of 
the United States are responsible for helping 
to build and shape the educational founda-
tion of their students, as well as the values 
of their students; 

Whereas the colleges and universities of 
the United States play an integral role in 
the development of a civil and ordered soci-
ety founded on the rule of law; 

Whereas the colleges and universities of 
the United States have been the origin of 
much of the creativity and innovation 
throughout the history of the United States; 

Whereas much of the most valued intellec-
tual property of the United States has been 
developed as a result of the colleges and uni-
versities of the United States; 

Whereas the United States has, since its 
inception, realized the value and importance 
of intellectual property protection in en-
couraging creativity and innovation; 

Whereas intellectual property is among the 
most valuable assets of the United States; 

Whereas the importance of music, motion 
picture, software, and other intellectual 
property-based industries to the overall 
health of the economy of the United States 
is significant and well documented; 

Whereas the colleges and universities of 
the United States are uniquely situated to 
advance the importance and need for strong 
intellectual property protection; 

Whereas intellectual property-based indus-
tries are under increasing threat from all 
forms of global piracy, including hard goods 
and digital piracy; 

Whereas the pervasive use of so-called 
peer-to-peer (P2P) file sharing networks has 
led to rampant illegal distribution and repro-
duction of copyrighted works; 

Whereas the Supreme Court, in MGM Stu-
dios Inc. v. Grokster, Ltd., reviewed evidence 
of users’ conduct on just two peer-to-peer 
networks and noted that, ‘‘the probable 
scope of copyright infringement is stag-
gering’’ (125 S. Ct. 2764, 2772 (2005)); 

Whereas Justice Breyer, in his opinion in 
MGM Studios Inc. v. Grokster, Ltd., wrote that 
‘‘deliberate unlawful copying is no less an 
unlawful taking of property than garden-va-
riety theft’’ (125 S. Ct. 2764, 2793 (2005)); 

Whereas many computer systems of the 
colleges and universities of the United 
States, including local area networks under 
the control of such colleges and universities, 
may be illicitly utilized by students and em-
ployees to further unlawful copying; 

Whereas throughout the course of the past 
few years, Federal law enforcement has re-
peatedly executed search warrants against 
computers and computer systems located at 
colleges and universities, and has convicted 
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